Ace Computers Rolls Out Fastest Forensic Workstations for Law Enforcement and Law Offices

Ace Computers just announced a new generation of extremely fast forensic workstations for law enforcement, law offices and government.

As with a crime scene, the goal is to gather/download the evidence, preserve it during the process, and document the chain of possession so that it can potentially be used as evidence in court.”

Ace Computers CEO John Samborski

CHICAGO, IL, U.S., May 30, 2017 Ace Computers, the leading provider of forensic workstations for law enforcement, law offices, and government, just announced a new generation of lightning-fast forensic workstations.

New processor technology means that robust Ace Computers forensic workstations are faster than previous generations. One of the reasons the speed of forensic workstations is increasingly important is an emerging judicial practice of setting deadlines for the examination of seized material. The prolonged seizure of computers containing business or personal financial information can cause a significant loss that is unrelated to, but caused by, the investigation. This means that there is potential for the suppression of evidence.

There are 6.63 quadrillion 8-character passwords that could be generated using the 94 numbers, letters, and symbols that can be typed on any keyboard. Ace Computers forensic workstations can test billions of passwords per second; meaning a user-selected 8-character password with numbers, mixed case letters, and symbols can be cracked in seconds.

In addition to cutting-edge standardized forensic workstations, Ace Computers experts build highly customized workstations that take advantage of the many hardware and software features available. Ace Computers CEO John Samborski is widely recognized as an expert in the field of forensic technology. “Digital forensics is not much different than physically processing a crime scene,” he said. “As with a crime scene, the goal is to gather/download the evidence, preserve it during the process, and document the chain of possession so that it can potentially be used as evidence in court.”

Law enforcement and law offices use forensic workstations in actions that involve:

• Violent or potentially violent crime
• Intellectual property theft
• Industrial espionage
• Employment disputes
• Fraud investigations
• Forgeries
• Bankruptcy investigations
• Regulatory compliance

In addition to high level confidential clients, Ace Computers forensic workstation clients include the IRS, the Pentagon, the SEC, the U.S. Dept. of the Interior, and the New York State Troopers.

Leading custom computer builder and HPC cluster specialist, Ace Computers currently holds the following contracts: SEWP V, CCS-2, GSA, WSIPC, PEPPM, State of Wis., State of Ga. The company is a Woman-Owned Small Business custom technology systems manufacturer and reseller for the public sector as well as the commercial sector. Channel partners include Intel, Supermicro, NVIDIA, Mellanox and Samsung among others. Ace Computers is an authorized Microsoft Surface Partner. An industry leader since 1983, the company is a 2016 HPCwire Readers’ Choice Award finalist. In addition to some of the finest academic institutions in the U.S., long-term clients include the U.S. Department of Energy and the U.S. Department of Defense. In addition to our Greater Chicago headquarters, Ace Computers has locations in New Jersey, Pennsylvania, Virginia, and Nevada. To contact Ace Computers, call 1-877-223-2667 or 1-847-952-6900 or visit http://www.acecomputers.com/TopProducts.asp. For media inquiries, contact Jeanna Van Rensselar at Smart PR Communications; 630-363-8081; jeanna@smartprcommunications.com.